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**Rokiškio rajono savivaldybės administracijos informacinių sistemų rizikos įvertinimo**

**ir rizikos valdymo priemonių planas**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
|  | **Rizikos veiksniai** | **Prevencinė priemonė** | **Įgyvendinimo laikotarpis** | **Atsakingas vykdytojas** |
|  | Įrenginiai, kurie nepriklauso RRSA infrastruktūrai | Įrenginių, kurie nepriklauso RRSA, pašalinimas iš tinklo. | Iki 2024 m. gruodžio 31 d. | M. Lešinskas  D. Bieliūnas |
| Įrenginių, kuriems nustatyta didžiausia rizika, pašalinimas iš tinklo. | Nedelsiant, iš karto po rizikos nustatymo |
|  | Serveriai, su sena programine įranga | Serverio, kuriame talpinama interneto svetainė *old.rokiskis.lt* pašalinimas. Teisės aktų perkėlimas į teisės aktų paieškos ir talpinimo informacinę sistemą. | Iki 2026 m. gruodžio 31 d. | D. Bieliūnas  M. Lešinskas |
| Serverio programinės ir techninės įrangos atnaujinimas.  AD perkėlimas | Iki 2025 m. gruodžio 31 d. | D. Bieliūnas |
|  | Kompiuterizuotos darbo vietos | Kompiuterizuotų darbo vietų, kuriuose nustatyta didžiausia rizika, peržiūrėjimas ir rizikų šalinimas. | Iki 2024 m. birželio mėn. | D. Bieliūnas  M. Lešinskas |
| Kompiuterizuotų darbo vietų, kuriose naudojama *Microsoft Windows Professional Edition 7 ir Microsoft Windows 8.1* atnaujinimasį darbo vietas su nauja programine įranga. | Iki 2024 m. gruodžio 31 d. | D. Bieliūnas  M. Lešinskas |
|  | Interneto svetainės[www.rokiskis.lt](http://www.rokiskis.lt)  [www.dalyvauk.rokiskis.lt](http://www.dalyvauk.rokiskis.lt)  [www.globalus.rokiskis.lt](http://www.globalus.rokiskis.lt)  [www.kalendorius.rokiskis.lt](http://www.kalendorius.rokiskis.lt) | Pašalinti svetainėse kritinius pažeidžiamumus OS command injection, SQL injection ir Python code injection pagal spragų ištaisymo veiksmų planą, pateiktą 2023 m. išorinio IT audito ataskaitoje. | Iki 2024 m. balandžio mėn. | M. Lešinskas |
|  | Prisijungimas prie RRSA kompiuterinių darbo vietų nuotoliu | Prisijungimas prie sistemų nuotoliu, naudojant kelių faktorių autentifikavimą (angl. MFA). | Iki 2024 m. birželio mėn. | D. Bieliūnas |
|  | Informacijos praradimas | Įdiegta specializuota žurnalinių įvykių sistema (angl. SIEM). Saugos informacijos ir įvykių valdymo sprendimas. | Iki 2026 m. gruodžio 31 d. | D. Bieliūnas |
| Įdiegtas automatizuotas atsarginių kopijų sprendimas. | Iki 2024 m. gruodžio 31 d. | D. Bieliūnas |
|  | Mobiliųjų ir nešiojamųjų įrenginių sauga | Paruošta mobiliųjų ir nešiojamųjų įrenginių naudojimo ir administravimo tvarka. | Iki 2025 m. gruodžio 31 d. | G. Kublickienė |
|  | Naudotojų atsparumas kibernetinėms grėsmėms | Greitas naudotojų informavimas apie incidentus, naudojant du skirtingus kanalus: el. paštas ir Microsoft 365 paketo įrankis. | Iki 2024 m. gruodžio 31 d. | G. Kublickienė |
| Rengiami darbuotojų mokymai kibernetinio saugumo srityje. | Iki 2024 m. gruodžio 31 d. | G. Kublickienė |
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